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1
Discussion

In 3GPP access, UICCless UEs may initiate emergency attach to receive emergency service. Then the MME skips the authentication or the MME accepts that the authentication may fail and continues the attach procedure. 
In WLAN access, the UE and network exchange required information for attach during the authentication procedure, i.e. EAP-AKA’ and IKEv2 signalling. 
In Trusted WLAN access, normal attach procedure is as follows:
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Figure 16.2.1-1: Initial attachment in WLAN on GTP S2a for roaming, LBO and non-roaming scenarios

In the procedure, scenario (B) is only applicable for TSCM with PDN Type IPv4. In MCM, scenario (A) is not performed and “UE initiated PDN connectivity request procedure in WLAN on S2a” is performed to establish a PDN connection. During the EAP-AKA signalling, UE and network exchange required information such as attach type, connection mode, PDN type, PDN address, PCO….
In Untrusted WLAN access, normal attach procedure is as follows:
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Figure 7.2.1-1: Initial attachment over PMIP based S2b for roaming, non-roaming and LBO
During the IKE tunnel establishment procedure, UE and network exchange required information such as home address information, PDN type, PDN address, PCO, security algorithms…
So the authentication procedure shall be performed to exchange connection information unless new attach procedure is introduced. In this proposal, authentication procedures are used with some modification to indicate that the attach request is Emergency Attach.
2
Proposal

It is proposed to include the following into the text into the TR.
* * * * Start of 1st Change * * * *
6.X
Solution X: Emergency Attach procedure on S2a
This solution addresses the Key Issue 8: Support of unauthenticated emergency session over Trusted WLAN. UEs that need to perform emergency services over Trusted WLAN but cannot gain normal service from the network initiate Emergency Attach procedure on S2a. Also UEs do not have valid subscription (i.e. UICCless UEs) initiate Emergency Attach procedure on S2a. Emergency Attach procedure is similar to initial attach procedure in TS 23.402[7] clause 16.2, with the following differences:

-
Step 2. During the EAP authentication procedure, the UE includes Emergency Attach and Emergency Service indication. The Emergency Attach indication is used by the AAA to accept the attach request without considering the UE authentication. If the UE has no IMSI, username part of the NAI shall be based on IMEI as defined in TS 23.003[11]. If the AAA decides to accept the request, the AAA continues attach procedure even though the authentication fails. The AAA indicates to the TWAN that the UE’s Emergency Attach request is accepted. The UE shall not check any security parameters and continue attach procedure.


If the TWAN is not configured to support Emergency Attach the TWAN shall reject any Emergency Attach request.

-
Step 3. The TWAN applies the parameters from TWAN Emergency Configuration Data for the emergency bearer establishment. 

-
Step 5. If the TWAN indicates Emergency Attach, the PDN GW does not inform the AAA/HSS of its identity.
Table 6.X-1: TWAN Emergency Configuration Data
	Field
	Description

	Emergency Access Point Name (em APN)
	A label according to DNS naming conventions describing the access point used for Emergency PDN connection (wild card not allowed).

	Emergency QoS profile
	The bearer level QoS parameter values for Emergency APN's default bearer (QCI and ARP). The ARP is an ARP value reserved for emergency bearers.

	Emergency APN-AMBR
	The Maximum Aggregated uplink and downlink MBR values to be shared across all Non-GBR bearers, which are established for the Emergency APN, as decided by the PDN GW.

	Emergency PDN GW identity
	The statically configured identity of the PDN GW used for emergency APN. The PDN GW identity may be either an FQDN or an IP address.

	3GPP HO Emergency PDN GW identity
	The statically configured identity of the PDN GW used for emergency APN when a PLMN supports handover to 3GPP access. The PDN GW identity may be either an FQDN or an IP address.(NOTE 1)

	NOTE-1:
The FQDN always resolves to one PDN GW.


6.Y
Solution Y: Emergency Attach procedure on S2b
This solution addresses the Key Issue 9.1: Support of “unauthenticated” emergency session over ePDG. A UEs that need to be perform emergency services over Untrusted WLAN but cannot gain normal service from the network initiate Emergency Attach procedure on S2b. Also UEs do not have valid subscription (i.e. UICCless UEs) initiate Emergency Attach procedure on S2b. Emergency Attach procedure is similar to initial attach procedure in TS 23.402[7] clause 7.2, with the following differences:

-
Step 1. The UE may include Emergency Attach indication in IKE signalling if the access authentication procedure between UE and the 3GPP EPC is performed. 
-
Step 2. During the IKE tunnel establishment procedure, the UE includes Emergency Attach and Emergency Service indication in IKE signalling. If the AAA decides to accept the request, the AAA continues attach procedure even though the authentication fails. The AAA indicates to the ePDG that the UE’s Emergency Attach request is accepted. Then the ePDG shall use null encryption algorithm when establishing IPsec. The UE and ePDG shall not check security parameters and continue attach procedure.


If the ePDG is not configured to support Emergency Attach the ePDG shall reject any Emergency Attach request.

-
Step 3. The ePDG applies the parameters from ePDG Emergency Configuration Data for the emergency bearer establishment. 

-
Step 5. If the ePDG indicates Emergency Attach, the PDN GW does not inform the AAA/HSS of its identity.
Table 6.Y-1: ePDG Emergency Configuration Data
	Field
	Description

	Emergency Access Point Name (em APN)
	A label according to DNS naming conventions describing the access point used for Emergency PDN connection (wild card not allowed).

	Emergency QoS profile
	The bearer level QoS parameter values for Emergency APN's default bearer (QCI and ARP). The ARP is an ARP value reserved for emergency bearers.

	Emergency APN-AMBR
	The Maximum Aggregated uplink and downlink MBR values to be shared across all Non-GBR bearers, which are established for the Emergency APN, as decided by the PDN GW.

	Emergency PDN GW identity
	The statically configured identity of the PDN GW used for emergency APN. The PDN GW identity may be either an FQDN or an IP address.

	3GPP HO Emergency PDN GW identity
	The statically configured identity of the PDN GW used for emergency APN when a PLMN supports handover to 3GPP access. The PDN GW identity may be either an FQDN or an IP address.(NOTE 1)

	NOTE-1:
The FQDN always resolves to one PDN GW.


* * * * End of Changes * * * *
3GPP
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